ZMLUVA O SPRACOVANI OSOBNYCH UDAJOV A KYBERNETICKEJ
BEZPECNOSTI
(d’alej tiez ako ,,spracovatel'ska zmluva®)

1. Zmluvné strany

SYSTEM-DIGITAL s.r.o0.

ICO: 08417571

so sidlom Korunni 2569/108, 101 00 Praha 10
(d’alej len ,, sprostredkovatel™ )

Zastupeny Mgr. Radkom MikuSom, konatel

a

Slovensky rybarsky zviiz rada Zilina

ICO: 00178209 -

DIC (IC DPH): SK2020442985

So sidlom: ul. Andreja Kmeta 20, 010 55 Zilina
(d’alej len* prevadzkovatel™ )

Zastipeny Ing. Bohus Cintula, tajomnik SRZ

Tato spracovatel'skd zmluvu podla ¢lanku 28 nariadenia Eurdpskeho parlamentu a Rady
2016/679, o ochrane fyzickych oséb v stvislosti so spracovanim osobnych udajov a vol'nom
pohybe tychto udajov (vSeobecné nariadenie o ochrane osobnych udajov) (d’alej len ,,GDPR®) a
podla zdkona ¢&. 18/2018 Z. z. o ochrane osobnych udajov a o zmene a doplneni niektorych
zakonov uzatvara nadobudatel’ licencie softvéru Digi-Sprava (d’alej len: ,spravca™) s
poskytovatefom licencie SYSTEM-DIGITAL s.r.0., ICO: 08417571, so sidlom Korunni
2569/108 , 101 00 Praha 10 (d’alej len: ,,spracovatel™).

2. Predmet, rozsah a ucel spracovania

1. Predmetom tejto zmluvy je uprava vzajomnych prav a povinnosti pri spracovani osobnych
udajov po dobu ucinnosti zmluvy o poskytovani licencie softvéru, pri ktorych dochadza k
spracovaniu osobnych udajov. Sprostredkovatel’ bude v rdmci spracovania osobné udaje
zhromazd'ovat’, ukladat’, uchovavat, blokovat’, likvidovat’ a inak s nimi nakladat’ podla
pokynov spravcu a v sulade s GDPR.

2. Sprostredkovatel’ nie je opravneny osobné udaje spracovavat’ v rozpore alebo nad ramec
ustanoveny touto zmluvou a pokynmi prevadzkovatela alebo ich odovzdavat' tretim
osobam, pokial’ spravca neur¢i inak.

3. Sprostredkovatel’ je opravneny spracovavat’ bezné osobné udaje za u€elom vytvéarania a
spravy uzivatel'skych ucétov podla pokynov sprdvcu a osobnych udajov, ktoré od
prevadzkovatel'a obdrzal. Sprostredkovatel je d’alej ako poskytovatel aplikacie pre tvorbu,
spravu a evidenciu dokumentov a projektovych konani (d’alej len: ,,aplikacia®) opravneny
spracovavat’ osobné udaje, ktoré prevadzkovatel’ prostrednictvom tejto aplikacie sam
uklada, alebo su obsiahnuté v dokumentoch ukladanych prevadzkovatel'om. Tieto osobné
udaje mézu mat’ povahu osobitnych kategorii udajov.

4. Sprostredkovatel’ ako poskytovatel' aplikacie pre prevadzkovatela zasicla SMS spravy
osobam, ktoré udelili prevadzkovatel'ovi svoj sthlas so zasielanim SMS sprav. Na tieto
ucely sprostredkovatel’ pre prevadzkovatela spracovava meno, priezvisko, pohlavie,
adresu a telefonne &islo tejto osoby. Dalej sprostredkovatel je opravneny pre
prevadzkovatel'a spracovavat’ poskytnuté suhlasy so zasielanim SMS sprav, pokial’ st tieto
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sthlasy udelené prostrednictvom aplikdcie. V takom pripade sprostredkovatel' navy3e
mdze spracovavat datum narodenia, adresu bydliska, emailova adresu a pohlavie.
Sprostredkovatel je opravneny spracovavat’ osobné udaje pri plneni zdkazky pre spravcov
spoc¢ivajucich v poskytovani aplikacie, vratane rozoslania SMS sprév

Sprostredkovatel’ je oprdvneny spracovéavat’ osobné udaje subjektov udajov, ktorymi su
zamestnanci prevadzkovatela, ¢lenovia orgdnov prevadzkovatela, osoby ktoré dali
prevadzkovatel'ovi svoj sthlas so zasielanim SMS sprav podl'a ¢1. 2.4 tejto zmluvy a d’alSie
subjekty, ktorych osobné tdaje spravca prostrednictvom aplikacie spracovava.
Sprostredkovatel je opravneny zapojitt d'alsicho sprostredkovatela, ktorym je
poskytovatel’ hostingu spoloénost WEDOS Internet a.s., ICO: 28115708 a ProfiSMS
sr.0., ICO: 03676307. Sprostredkovatel sa zavizuje, Ze tomuto d'al§iemu
sprostredkovatel'ovi uloZi prostrednictvom zmluvy alebo in¢ho pravneho aktu podl'a prava
Unie alebo prava ¢lenského $tatu rovnaké povinnosti ochrany udajov, ako sa stanovuju
v tejto zmluve zmluve medzi prevadzkovatel'om a sprostredkovatel'om, a to predovsetkym
poskytnutie dostato¢nych zaruk na vykonanie primeranych technickych a organizaénych
opatreni takym sposobom, aby spracuvanie spinalo poziadavky tohto GDPR.

3. Povinnosti sprostredkovatel’a
Sprostredkovatel je povinny:

1.

spracovavat’ osobné udaje len na zéklade doloZenych, pisomnych alebo pisomne
potvrdenych pokynov prevadzkovatel'a, vratane v otdzkach odovzdania osobnych tidajov
do tretej krajiny alebo medzinarodnej organizicii, pokial' mu toto spracovanie uz
neukladaji pravo Unie alebo ¢lenského $tatu, ktoré sa na sprostredkovatela vzt'ahuje; v
takom pripade sprostredkovatel’ informuje prevadzkovatela o tejto pravnej poZiadavke
pred spracovanim, pokial tieto pravne predpisy by takéto informovanie zakazovali z
dolezitych dovodov verejného zaujmu, '

zabezpecit', aby sa osoby opravnené spracovavat’ osobné udaje zaviazali k ml¢anlivosti,
alebo aby sa na ne vzt'ahovala zdkonna povinnost’ ml¢anlivosti,

prijat’ vSetky technické a organizané opatrenia, ktoré su potrebné na zabezpeCenie
spracovania osobnych udajov a zodpovedaju danému riziku podl'a poZiadaviek GDPR;
technickymi a organizatnymi opatreniami su najmd kontrola pristupu, vritane
pristupovych prav, identifikacia a kontrola 0séb s pristupovymi pravami, integrita sieti a
dat, antivirusovy program a firewall,

zapojit' d'alSieho sprostredkovatela iba na zaklade predchadzajuceho pisomného
povolenia prevadzkovatel'a a v sulade s ¢lankom 28 ods. 4 GDPR,

zohladnit’ povahu spracovania a byt spravcovi nadpomocny prostrednictvom vhodnych
technickych a organizaénych opatreni, pokial’ je to moZné, na splnenie spravcovej
povinnosti reagovat’ na Ziadosti o vykon prav dotknutej osoby,

byt' prevadzkovatel'ovi napomocny pri zabezpefovani stiladu s povinnostami podla
¢lankov 32 az 36 GDPR, a to pri zohl'adneni povahy spracovania a informacii, ktoré ma
spracovatel k dispozicii,

v silade s rozhodnutim prevadzkovatel'a vSetky osobné udaje bud’ vymazat', alebo ich
vratit’ spravcovi po ukoncéeni poskytovania sluZieb spojenych so spracovanim, a vymazat’
existujuce kopie, ak pravo Unie alebo &lenského

poskytnut’ prevadzkovatel'ovi vietky informécie potrebné na preukézanie toho, Ze boli
splnené vietky povinnosti stanovené podl'a ¢lanku 28 GDPR, a umoznit’ audity, vratane
indpekcii, vykonavané spravcom alebo inym auditorom, ktorého spréavca poveril, a k tymto
auditom prispiet’.
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9. upozomit bez zbyto¢ného odkladu prevadzkovatel'a, Ze jeho pokyn porusuje platné pravo
0 ochrane osobnych udajov; sprostredkovatel je opravneny odmietnut’ vykonanie pokynu
az do potvrdenia pokynu spravcom.

4. Zodpovednost’ prevadzkovatel’a
1. Prevadzkovatel' je zodpovedny za opravnenost, rozsah a spravnost’ spracovavanych
osobnych Udajov, ako aj za plnenie d’alSich povinnosti prevadzkovatel’a podl'a GDPR.
2. Prevadzkovatel' zabezpeCi, aby osoby opravnené spracovdvat osobn¢ udaje u
prevadzkovatela prostrednictvom aplikacie, boli ndleZite poucené o spracovani osobnych
udajov, vratane technickych a organizaénych opatreni na zabezpedenie osobnych udajov.

5. Zodpovednost’ sprostredkovatel’a:

1. Ak sprostredkovatel’ porusi tito zmluvu a sam ur¢i prostriedky a ucely spraciivania osobnych
udajov, ktoré¢ mu boli poskytnuté ako sprostredkovatelovi, povazuje sa vo vzt'ahu k takémuto
spracivaniu za prevadzkovatela a vyhradne nesie zodpovednost’ za takéto spractivanie.

2. Za akékol'vek porudenie povinnosti ohladom ochrany osobnych udajov vyplyvajucich z tejto
zmluvy, GDPR ¢i Zakona zo strany sprostredkovatel'ovych sub Sprostredkovatel'ov zodpoveda
vyhradne sprostredkovatel’.

3. Ak prevadzkovatel' v stvislosti s preukazateInym porusenim povinnosti sprostredkovatel'a
(alebo jeho sub Sprostredkovatel'a) podla tejto zmluvy dostane pokutu, zavizuje sa nahradit’
vzniknutt $kodu, ¢1 poskytnit’ primerané (penazné) zadostu¢inenie. sprostredkovatel’ sa zarover
zavazuje v sulade s § 725 zakona ¢. 513/1991 Zb. Obchodny zékonnik, odskodnit’
prevadzkovatela v plnej vyske udelenej pokuty, uloZenej ndhrady Skody &i primeraného
(penazné¢ho) zadostuinenia.

6. Povinnosti zmluvnych strin v oblasti kybernetickej bezpecnosti sieti a informac¢nych
systémov

1.1 VSEOBECNE POZIADAVKY

1.2V pripade, ak je Objednavatel poskytovatelom zékladnej sluzby, prvkom kritickej
infraStruktary podla prislusnych pravnych predpisov alebo je prevadzkovatel'om
informa¢ného systému verejnej spravy podla zdkona ¢. 95/2019 Z.z. o informacnych
technologiach vo verejnej sprave a o zmene a dopineni niektorych zakonov (d’alej len ,,zékon
0 ITVS®), zavizuje sa Objednavatel’ a Poskytovatel v stvislosti s poskytovanim sluzieb podl'a
tejto Zmluvy dodrziavat’ prislu$né povinnosti, ktoré¢ im vyplyvaju zo zakona &, 69/2018 Z.z.
o kybernetickej bezpecnosti a o zmene a doplneni niektorych zdkonov v zneni neskorsich
predpisov (d’alej len ,,zakon o KB*), Vyhlagky Narodného bezpecnostného uradu ¢. 362/2018
Z.z. ktorou sa ustanovuje obsah bezpe¢nostnych opatreni, obsah a $truktira bezpe¢nostne;j
dokumentacie a rozsah vieobecnych bezpeénostnych opatreni (d’alej len ,.Vyhlaska NBU*),
zakona o ITVS a z Vyhlasky ¢. 78/2020 Z.z. Uradu podpredsedu vlady Slovenskej republiky
pre investicie a informatizaciu o $tandardoch pre informaéné technoldgie verejnej spravy.
(dalej len .Vyhlaska UPV SR®). Prava a povinnosti zmluvnych stran tykajuce sa
kybernetickej bezpecnosti su Specifikované v nasledovnych ustanoveniach tohto ¢1. zmluvy.

1.3 Ustanovenia tohto ¢l. sa nepouziju, ak Objednavatel” je poskytovatelom zakladnej sluzby,
prvkom kritickej infraStruktary podla prislusnych pravnych predpisov alebo  je
prevadzkovatelom informacného systému verejnej spravy podla zakona o ITVS a ma
s Poskytovatelom uzatvoreni zmluvu, ktorej obsahom su prislusné povinnosti, ktoré
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vyplyvaju zo zikona o KB, Vyhlasky NBU, zakona o ITVS a z Vyhlasky UPV SR a tieto
povinnosti sa vztahuju aj na predmet Zmluvy.

1.4 V suvislosti s poskytovanim sluzieb podl'a tejto Zmluvy, je Objednavatel’ povinny oboznamit’
Poskytovatel'a s vnutornymi predpismi Objednavatel’a, ktoré upravuji jeho bezpecnostné
opatrenia a notifikacné povinnosti kybernetickej bezpe¢nosti podl'a zdkona o KB a Vyhlasky
NBU. Akukol'vek zmenu vnitornych predpisov Objednavatel'a, ktoré upravuji bezpegnostné _
opatrenia a notifikatné povinnosti na useku kybernctickej bezpecnosti, je Objednavatel J
povinny bez zbyto¢ného odkladu oznamit’ Poskytovatel'ovi. |

1.5 Poskytovatel pri poskytovani sluzieb podla tejto Zmluvy, je povinny:

a) prijat’ a dodrziavat bezpetnostné opatrenia a notifikacné povinnosti na
useku kybernetickej bezpecnosti, podl'a zdkona o KB a Vyhlasky NBU.

b) dodrziavat a riadit’ sa vnutornymi predpismi Objednédvatela ktoré
upravuji bezpetnostné opatrenia a notifikatné povinnosti na useku
kybernetickej bezpetnosti.

1.6 Plnenie bezpecnostnych opatreni a notifikaénych povinnosti na useku kybernetickej
bezpecnosti tvori integralnu sucast’ plnenia zo strany Poskytovatel'a pre Objednavatel'a,
a to po celt dobu trvania Zmluvy.

1.6.1 Poskytovatel' vyhlasuje, Ze md vSetko potrebné technické, technologické a persondlne
vybavenie, ktoré¢ je potrebné na plnenic uloh vyplyvajucich z tejto Zmluvy, a Zz¢ ma
zavedené procesy, role a technoldgie v organizacnej, persondlnej a technickej oblasti,
ktoré su potrebné na plnenie Zmluvy.

1.7 PREVENCIA KYBERNETICKYCH BEZPECNOSTNYCH INCIDENTOV

1.7.1 Poskytovatel’ je povinny v ramci prevencie kybernetickych bezpecnostnych incidentov,
ktoré by mohli mat’ potencialny nepriaznivy vplyv na kyberneticki bezpe¢nost' sieti a
informaénych systémov Objednavatel’a:

1.7.1.1. zabezpetit’ vlastni kyberneticku bezpecnost’,

1.7.1.1. sledovat’ vystrahy a varovania a d'alSie informécic sliziacc na minimalizovanie,
odvratenie alebo napravu nasledkov incidentov vieobecne,

1.7.1.2.sledovat’ hrozby, ktoré by mohli mat’ potencialny nepriaznivy vplyv na zékladnu
sluzbu Objednavatela,

1.7.1.3.predchadzat’ vzniku incidentov,

1.7.1.4.systematicky =ziskavat’" (monitorovat a detegovat’), sustredovat’ (evidovat),
analyzovat’ a vyhodnocovat informécie o incidentoch,

1.7.1.5.prijimat’” od Objednéavatel'a varovania pred incidentmi a vykonavat’ preventivne
opatrenia potrebné na odvratenie hrozieb, ktoré by mohli mat’ potencidlny
nepriaznivy vplyv na zakladnui sluzbu Objednavatela,

1.7.1.6.zasielat’ Objednavatel'ovi v€asné varovania pred incidentmi, o ktorych sa dozvie z
vlastnej ¢innosti,

1.7.1.7.spolupracovat’ s Objednavatel'om pri zabezpeCovani kybernetickej bezpe¢nosti
sieti a informacnych systémov Objednavatela.

1.7.2. Poskytovatel je povinny stanovit postupy plnenia svojich povinnosti v bezpetnostnej
dokumentacii, ktora musi byt aktudlna a musi zodpovedat' aktudlnemu stavu;
bezpe¢nostni dokumentaciu je na poziadanie povinny predloZit Objednavatel'ovi na
nahliadnutie a zhotovenie kopii.




1.7.3. Poskytovatel je povinny prijat” a dodrziavat’ vieobecné bezpecnostné opatrenia podl'a
STN 150/IEC 27002:2013 (Informac¢né technologie. Bezpetnostné metddy. Pravidla
dobrej praxe riadenia informaénej bezpeénosti.) v rozsahu S3pecifikovanom vo
vniutornych predpisoch Objednédvatel'a, ktoré upravuji bezpec¢nostné opatrenia a
notifika¢né povinnosti na useku kybernetickej bezpecnosti.

1.7.4. Poskytovatel je povinny prijat’ a dodrziavat’ bezpecnostné opatrenia v oblastiach podl'a
§ 20 ods. 3 pism.
a) f), h), j) a k) zakona o kybernetickej bezpecnosti v rozsahu podla § 8, 10, 12, 14 a
15 Vyhlasky NBU a v rozsahu 3pecifikovanom vo vnitornych predpisoch
Objednavatel'a, ktoré upravuju bezpe¢nostné opatrenia a notifikacné povinnosti na
useku kybernetickej bezpecnosti.

1.8.  HLASENIE KYBERNETICKYCH INCIDENTOV
1.8.1. Poskytovatel' je povinny bezodkladne hlésit” a informovat” Objednavatel’a o kazdom
podozreni na kyberneticky bezpe¢nostny incident (d'alej aj ..incident*) a o vSetkych
skuto¢nostiach majucich vplyv na zabezpecovanie kybernetickej bezpecnosti .

1.8.2. Hlasenie kybernetickych bezpe¢nostnych incidentov obsahuje najma informécic:
1.8.2.1.0 tom, kto hlasi kyberneticky bezpecnostny incident, ato:

1.8.2.1.1. identifika¢né udaje,
1.8.2.1.2. kontaktné udaje,
1.8.2.2. o kybernetickom bezpe¢nostnom incidente, a to:
1.8.2.2.1. ¢asové tdaje priebehu kybernetického bezpetnostného incidentu,
1.8.2.2.2. opis priebehu kybernetického bezpeénostného incidentu,
1.8.2.2:3. rozsah vzniknutych §kéd z dovodu kybernetického bezpeénostného
incidentu,

1.8.2.3. o sluzbe zasiahnutej kybernetickym bezpeénostnym incidentom, a to:

1.8.1.3.1. konkrétny popis vietkych zasiahnutych aktiv,
1.8.1.3.2. wvplyv kybernetického bezpecnostného incidentu na poskytovani sluzbu,

1.8.1.4. orieSeni kybemnetického bezpeénostného incidentu, a to:

1.8.1.4.1. stav rieSenia kybernetického bezpetnostného incidentu,
1.8.1.4.2. vykonané napravn¢ opatrenia,
1.8.1.4.3. popis nasledkov kybernetického bezpecnostného incidentu.

1.8.2. Pri rieSeni incidentov je Poskytovatel’ povinny spolupracovat’ s Objednavatelom,
Narodnym bezpe¢nostnym uradom a na tento ucel im poskytnat’ potrebnu stucinnost’
a vetky ziskané informacie, ktoré by mohli byt’ dolezité pre rieSenie incidentu.

1.8.3. Poskytovatel' je povinny v ¢ase incidentu zabezpecit dokazy, ktoré budu sluzit’ na
objasnenie vzniku a rieSenia kybernetického bezpecnostného incidentu.
Poskytovatel' je povinny oznamit® Objednavatel'ovi skutoCnosti, ze v suvislosti s
incidentom mohlo déjst’ k spachaniu trestného ¢inu.

1.8.4. Po vyrieSeni incidentu je Poskytovatel' povinny predlozit’ Objednavatel’'ovi navrh
opatreni na zabrénenie pokraCovania, Sirenia a opakovaného vyskytu incidentu.
1.9. KONTAKTNE OSOBY NA USEKU KYBERNETICKEJ BEZPECNOSTI

1.9.1. Poskytovatel je povinny komunikovat’ pri plneni povinnosti podl'a Zmluvy spdsobom
uréenym Objednavatel'om, priCom Poskytovatel’ musi mat’ vytvorené podmienky
umoznujuce chraneny prenos informacii. Obe zmluvné strany st povinné hlésit’
vetky informécie, ktoré maji vplyv na ustanovenia tohto ¢l. 18 Vseobecnych
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obchodnych podmienok.

1.9.2. Objednavatel’ ur¢i kontaktnii osobu pre komunikaciu s Poskytovatelom na useku
kybemneticke) bezpe¢nosti najneskér pri podpise Zmluvy alebo k nadobudnutiu
uc¢innosti tychto Vseobecnych obchodnych podmienok, pokial’ v ¢ase nadobudnutia
ucinnosti tychto Vieobecnych obchodnych podmienok uz platna Zmluva existuje.

1.9.3.  Poskytovatel uruje nasledovnu kontaktni osobu pre komunikaciu s Objednévatelom
na Useku kybernetickej bezpe¢nosti — Mgr. Radek Mikuse

1.9.4. Poskytovatel' je d'alej povinny doru¢itt Objednavatel'ovi zoznam svojich
zamestnancov a pracovnych roli Poskytovatel'a, ktoré sa budu podiel'at’ na plneni na
poskytovani sluzieb podla Zmluvy alebo budu mat pristup k informéciam
Objednavatela,

1.9.5. Kazdi zmenu v personadlnom obsadeni je Poskytovatel povinny Objednavatelovi
pisomne oznamit'.

1.10.  MLCANLIVOST

1.10.1. Poskytovatel’ je povinny zachovavat® ml¢anlivost o skuto¢nostiach, o ktorych
sa v suvislosti s plnenim Zmluvy a ktoré nie si verejne zname dozvedel, pokial by
sa mohli dotykat” oblasti kybernetickej bezpe¢nosti Objednavatel'a.

1.10.2. Povinnost’ zachovavat’ ml¢anlivost’ podla tohto bodu 18.5 trva aj po skonceni
Zmluvy. Poskytovatel je povinny zabezpecit, aby v rovnakom rozsahu dodrziavali
povinnost’ ml¢anlivosti jeho zamestnanci, subdodédvatelia a ich zamestnanci, a to aj
po zéaniku ich pracovnopravneho vztahu alebo obchodného vztahu.

1.10.3. Vynimky z povinnosti ml¢anlivosti podl'a tohto bodu 18.5 upravuje zakon o KB.
1.11. AUDIT

1.11.1. Objednavatel je opravneny vykonat’ u Poskytovatel'a audit alebo kontrolu, zamerant
na overenie plnenia povinnosti Poskytovatela podl'a tychto ustanoveni ¢l. 18
Vseobecnych obchodnych podmienok a efektivnosti ich plnenia, najmé na
overenie technického, technologického a personalneho vybavenia Poskytovatel'a na
plnenie Uloh na useku kybernetickej bezpecnosti, ako aj nastavenie procesov, roli
a technologii v organizaénej, personélnej a technickej oblasti u Poskytovatel'a pre
plnenie predmetu

1.11.2. Objednavatel moze audit u Poskytovatel'a realizovat' sdm alebo prostrednictvom
tretej osoby; v takom pripade prava a povinnosti Objednavatel'a pri vykone auditu
realizuje Objednavatel'om poverena tretia osoba.

1.11.3. Objednavatel’ informuje o termine vykonania auditu alebo kontroly Poskytovatel'a
oznamenim zaslanym a to minimalne 60 dni pred vykonanim auditu alebo kontroly.

1.11.4. Poskytovatel' je povinny bez zbyto¢ného odkladu termin auditu alebo kontroly
potvrdit’ alebo navrhnut’ iny termin tak, aby sa audit alebo kontrola uskuto¢nili
najneskor do 15 dni odo dia zaslania ozndmenia. Pokial' Poskytovatel’ termin auditu
alebo kontroly nepotvrdi, ma sa za to, Ze s terminom suhlasi.

1.11.5. Poskytovatel je povinny pri audite spolupracovat' s Objednavatel'om a spristupnit’ mu
svoje priestory, dokumentaciu a technické a technologické vybavenie, ktoré suvisia s
plnenim uloh na Gscku kybernetickej bezpecnosti podl'a Zmluvy.

1.11.6. Pripadné nedostatky zisten¢ auditom alebo kontrolou je Poskytovatel povinny
odstranit’ bez zbytoéného odkladu, najneskor vsak v lehote 60 kalendarnych dni.

1.11.7. Naklady, ktoré v suvislosti s auditom alebo kontrolou vznikni Objednavatel'ovi,
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znaSa Objednéavatel. V pripade, ak v dosledku auditu alebo kontroly déjde k |
ohrozeniu alebo preruseniu prevadzky Poskytovatela, pripadne k inej Skode,
Objednavatel znasa vsetky naklady s tym spojené.

1.11.8. Objednavatel je povinny zachovavat’ mlc¢anlivost’ o okolnostiach, o ktorych sa dozvie
pri vykone auditu a ktoré nie si verejne zname.

1.12.  SUBDODAVATELIA

1.12.1. Poskytovatel je opravneny zapojit' do plnenia Zmluvy aj svojich subdodavatelov.

1.12.2. Ak Poskytovatel zapoji do vykonavania do plnenia subdodavatela, je povinny tomuto
subdodévatelovi ulozit” rovnak¢é povinnosti tykajice sa aplikacie bezpe¢nostnych
opatreni a hldsenia kybernetickych incidentov, ako su ustanovené v Zmluve.

1.12.3. Poskytovatel je povinny zabezpecit', aby Objednavatel’ mohol vykonat’ audit v silade
s ustanoveniami Zmluvy aj u subdodavatel’a.

1.12.4. Poskytovatel' zodpoveda za plnenia poskytnuté Objednavatelovi prostrednictvom
subdodavatela tak, ako keby plnenie realizoval sam.

1.13. OSTATNE USTANOVENIA

1.13.1. Po ukon¢eni zmluvného vzt'ahu je Poskytovatel povinny udelit, poskytnut’, previest’
alebo postlpit na Objednavatel'a vietky licencie, prava alebo sthlasy potrebné na
zabezpecenie kontinuity prevadzkovanych sluzieb Objedndvatel'om. Tento zavizok
Poskytovatela ostava v platnosti aj po ukon¢eni zmluvného vztahu zalozeného touto
Zmluvou najmenej po dobu 5 rokov.

1.13.2. Pre vylucenie pochybnosti plati, ze Poskytovatel' pre splnenie povinnosti podl'a
predchadzajuiceho bodu neposkytne, neudeli, neprevedic ani nepostupi
Objednavatelovi ziadne z autorskych prav v zmysle Autorského zdkona ani
akychkol'vek inych prav k licenciam, pravam alebo sithlasom, ktoré boli poskytnuté,
udelené alebo postipené podl'a Zmluvy. Zmluvné strany sa dohodli, Ze po ukonceni
zmluvného vztahu zaloZzeného Zmluvou, z dévodu splnenia povinnosti
Poskytovatel'a podl'a predchadzajuceho bodu, Poskytovatel nebude poskytovat’
sluzby v rozsahu a podl'a podmienok Zmluvy vratane sluzieb podpory, poskytovania
aktualnych verzii udelenych licencii podl'a Zmluvy a pod., pricom Poskytovatel za
tymto ucelom poskytne len nevyhnutni suéinnost’, ktora bude potrebna na
zabezpecenie kontinuity prevadzkovanej zakladnej sluzby. Poskytnutie sluzby
spocivajuce v zabezpeceni kontinuity podl'a predchadzajice) vety bude spoplatnené
podl'a platného cennika Poskytovatel'a.

1.13.3. Po ukonéeni zmluvného vztahu je Poskytovatel' povinny na zaklade rozhodnutia
Objednavatel'a vratit’, previest', alebo zni¢it’ vietky informacie Objednavatel'a, ku ktorym mal
Poskytovatel’ pristup poéas trvania Zmluvy, ak osobitny predpis alebo medzinarodna zmluva,
ktorou je Slovenska republika viazanda, nepozaduje uchovavanie tychto informéacii na strane
Poskytovatel'a. To zahria predovietkym, ale nielen, systémové $pecifikacie, pristupové
informacie, zalohy a d'alSie technologické Specifikdcie o informacnych systémoch a siet'ach
Objednavatel'a.

7. Doba trvania zmluvy
Tato zmluva sa uzatvira na dobu ur¢ita po dobu trvania zmluvy o poskytovani licencie
softvéru uvedenej v ¢l. 2.1 tejto zmluvy.




8. Zavere¢né ustanovenia

1. Zmluva nadobuda platnost’ diiom podpisu oboma zmluvnymi stranami (ak to nie v ten
isty der, tak rozhodujuci je den neskorsieho podpisu) a Géinnost’ v sulade s platnou
pravnou upravou, nie viak skor ako zmluva o poskytnuti licencie softvéru uvedena v ¢l.
2 ods. 1. Sprostredkovatel’ berie na vedomie skuto¢nost’, Ze tdto zmluva je v zmysle
ustanovenia § 5a a nasl. zdkona ¢. 211/2000 Z. z. o slobodnom pristupe k informaciam
a o zmene a doplneni niektorych zdkonov v spojeni s ustanovenim § 47a ods. 1
Obcianskeho zdkonnika povinne zverejiovanou zmluvou. Prevadzkovatel’ je zaroven
opravneny zverejnit’ tito Zmluvu aj na svojom webovom sidle.

2. NeoddeliteI'nou ¢astou tejto zmluvy je priloha - Technické, organizaéné a personalne

opatrenia sprostredkovatel’a.

Zmluvné strany sa zavizuju riedit’ pripadné spory zmiernou cestou.

4. Zmluvné strany sa s obsahom tejto zmluvy oboznamili a stihlasia s nim.

(98]

V Ziline dia /]"‘ ...... > V Prahe dna. ...........

Za prevadzkovatela Za sprostredkovatel'a

Ing. Bohus$ Cintula, t Mgr. Radek Mikus, konatel






